|  |
| --- |
| **Une Vulnérabilité Zero-day dans Google Chrome** |
| **CVE-2025-6554** |
| **DXC MA CTI Advisory**  01/07/2025 |

Overview

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **CVE** | **Description** | **CVSS Score** | **Risque** | **Exploit** | **Délai de traitement** |
| **CVE-2025-6554** | Une vulnérabilité zero-day a été découverte dans Google Chrome. Elle permet à un attaquant de provoquer des lectures et écritures arbitraires via une page HTML malveillante. Google Chrome indique que la vulnérabilité est activement exploitée. | **8.1** | **Contournement de la politique de sécurité** | **YES** | **5 Jr** |

Produits affectés

|  |
| --- |
| · Google Chrome versions antérieures à **138.0.7204.96** pour Linux · Google Chrome versions antérieures à **138.0.7204.96**/.97 pour Windows et **138.0.7204.92**/.93 pour Mac |

Mitigations & Workarounds

Il est recommandé de mettre à jour Google Chrome vers :  
 Ø version **138.0.7204.96** ou ultérieure pour Linux  
 Ø version **138.0.7204.96**/.97 ou ultérieure pour Windows  
 Ø version **138.0.7204.92**/.93 ou ultérieure pour Mac

DXC MA Cyber Threat Intelligence Assessment

Se référer au bulletin de sécurité de l'éditeur pour l'obtention des correctifs (cf. section Références).

Références :

|  |
| --- |
|  |
| https://chromereleases.googleblog.com/2025/06/stable-channel-update-for-desktop\_30.html |